论数据权益的保障

引言：

2020年4月9日，国务院发布文件《关于构建更加完善的要素市场化配置体制机制的意见》，指出除了要推进传统要素蓬勃发展外，更提出要加快培育数据要素市场。这无疑在某种程度上昭显了数据在当今时代扮演着举重若轻的角色，数据在当今社会中所发挥着的促推作用已经不可忽略。

尤其是2020年以来新冠疫情的爆发，线上工作方式迎来了巨大的社会市场，虽然疫情为经济社会总体带来的更多的是风险与挑战，但其却为数据行业带来难以想象的发展机遇。

恰经年，数据行业如火如荼、蓬勃发展，一派欣欣然之貌——然而，是所谓“事不当时固争，防患于未然。”[[1]](#footnote-0)又所谓“事不当时固争，防患于未然。”[[2]](#footnote-1)在一派繁盛之貌背后我们需要关注到数据最重要的服务对象人的权益保障所可能面临的风险与挑战。

及至2021年6月29日，随着《深圳经济特区数据条例》的通过，数据首次在立法中得以进行全面梳理——涵盖了数据要素市场、数据安全、个人数据、公共数据等方方面面，严谨地说，《条例》是国内数据领域首部综合性立法[[3]](#footnote-2)，值得注意的是条例首次明确提出“数据权益”，明确了“自然人对个人数据享有法律、行政法规及本条例规定的人格权益。”[[4]](#footnote-3)。这无疑对于数据权益的区划与进一步的保障具有重要意义。同时又何尝不是在长久以来数据流通过程中围绕数据“交易”的权益的归属与分配之争之中所开辟的新道路呢？

而在更宏观的视角，我们能看到伴随着网络的通达，无数对于数据权益的威胁纷至沓来——无论是暗流涌动着的信息安全的博弈抑或是浮于表面的权益侵害、纠纷……个人的数据权益不单单只是一个代名词，更是其背后包覆的方方面面在信息网络中的飘荡沉浮。是所谓“非礼勿视，非礼勿听，非礼勿言，非礼勿动”[[5]](#footnote-4)，数据权益的保障正是这一句话中“勿”的生动摹写。

国际数据公司[IDC](http://www.hqchip.com/app/1181" \t "https://www.elecfans.com/consume/_blank)统计显示，全球近90%的数据将在这几年内产生，预计到2025年，全球数据量将比2016年的16.1ZB增加十倍，达到163ZB[[[6]](#endnote-0)]；日益庞大的行业市场对于权益架构的构建与保障的妥置具有强烈的需求与呼唤。

然而值得注意的是由于数据行业的稚幼，数据权益领域的学理、法律规范也处于一种亟待发展的状态，国内外现有法律规范总体而言在数据权益问题上还少见有明确的规定。缘由如此，本文将通过数据权益理论及现有的数据权益保障的具体践行进行研析，并主要就个人与企业间以企业与企业之间的权益关系进行探究与讨论。

1. 数据权益的相关法律规范
2. 国内发展梳理
3. 《民法典》对个人信息的解读

延承自《民法总则》，《民法典》在个人信息领域依旧显得保守而克制，其中所表述的个人信息的定义是这样的：“自然人的个人信息受法律保护。个人信息是以电子或者其他方式记录的能够单独或者与其他信息结合识别特定自然人的各种信息，包括自然人的姓名、出生日期、身份证件号码、生物识别信息、住址、电话号码、电子邮箱、健康信息、行踪信息等。”[[[7]](#endnote-1)]容易发现，《民法典》并未明确个人信息究竟是何性质，与之相对，欧美通常来说则会将个人数据保护位列基本人权之中，并同时对个人信息主体的相关权益通过法律规制进行一定程度的保障。不过虽然《民法典》中关于个人信息只是表达了“保障”的应然性（个人信息受到法律保护），而未刻画出其对应的须然性（未明确给出个人信息究竟是否隶属于民事权利），但其实无论是《民法总则》还是《民法典》，均将个人信息这一内容安排在了第五章“民事权利”之中[[8]](#footnote-5)，可以说在这其中我们能看到个人信息的法律定位正在逐渐向权利化靠拢，尽管没有与欧美完全趋同，但也许能在某种程度上将这种现象归结为中国特色法学体系的构建。

联系引言中所述，《深圳经济特区数据条例》中将数据权益归结为人格权益，而在《民法典》第四编人格权中则从前一段落中的层次更进一步，将个人信息的“保护”层面横添一笔。

1. 《数据安全法》对数据有关权益的阐述

如前文所述，早在2020年《中共中央国务院关于构建更加完善的要素市场化配置体制机制的意见》就已将数据作为一种新型“生产要素”刊入文件中，随后数据也果然“不负众望”，战略性作用愈来愈卓然凸显。然而在这过程中由于法律规制的缺弥，数据权属以及使用、保护等相关纠纷案件中，多依据知识产权相关法尤其是《著作权法》等相关规定进行裁决，在无法构成知识产权保护客体时，有时也会以反不正当竞争法的一般条款作为补充，致使裁判不公现象的出现，甚至可能会产生因不当扩大反不正当竞争法的规制范围从而妨碍竞争自由，最终抑制市场活力的不良后果。[[[9]](#endnote-2)]也正为此，《数据安全法》的出现显得及时而重要

作为数据领域的基本法[[10]](#footnote-6)，《数据安全法》对于数据权益问题有了原则性阐释：“国家保护个人、组织与数据有关的权益，鼓励数据依法合理有效利用，保障数据依法有序自由流动，促进以数据为关键要素的数字经济发展。”[[11]](#footnote-7)

1. 地方性法律法规及政策的推行

自20年《意见》以来，数据要素被各地予以深刻琢拓，在立法领域也各自有所耕耘。

而就在近日所开展的2022中国国际大数据产业博览会上，数据的价值又一次被反复陈酌。

可以看到各地通过有关数据的立法在某种程度上也在不断共同激发着数据权益的保障、数据的流通、管理等方方面面的现实实践效能

海南省：施行的《海南省大数据开发应用条例》共计六章五十七条，从多方面做出了规定，在数据的采集、汇聚、存储、管理、开放共享等环节进行了阐释。

天津市：施行的《天津市促进大数据发展应用条例》共八章五十七条，包囊了政务与社会数据、开发应用的相关规定、权益的保障措施、数据安全的各方面、数据权益、安全背后的法律责任

山西省：施行的《山西省大数据发展应用促进条例》明确了政府的职责、并对数据行业制定鼓励促推的政策、提供丰富的相关服务保障，助推产业政策法制化，助力营造良好的产业环境。

贵州省：拥有大数据综合试验区这一得天独厚的身份，贵州是国内第一个省级层面对大数据进行立法的省份，推出了《贵州省大数据安全保障条例》《贵州省大数据发展应用促进条例》等法规，为行业的发展提供稳健的法律保障

吉林省：同天津类似，吉林施行的《吉林省促进大数据发展应用条例》也从数据安全保护、相应法律责任等方面进行了纲领性指导

安徽省：《安徽省大数据发展条例》聚焦于大数据的特征及其对经济、社会、行政、生活等各个方面所产生的影响。并对数据资源的整合、开发、管理和促进的措施等方面进行了规范与整合。

深圳市：《深圳经济特区数据条例》内容涵盖了个人与公共数据、数据要素市场以及数据安全等许多领域。也是国内数据领域首部基础性、综合性立法。

上海市：《上海市数据条例》则是继《深圳经济特区数据条例》之后出台的第二部比较全面的地方数据条例。

山东省：《山东省大数据发展促进条例》对数据行业的基础设施、相关资源、应用发展、安全保护、推进措施以及相关法律责任进行了全面的整理。

福建省：《福建省大数据发展条例》牢牢抓住福建省大数据发展应用现状和需求，对数据采集与生成、共享、开发中等许多问题进行了高屋建瓴的指导，明确了政府及有关部门的职权。

浙江省：《浙江省公共数据条例》是全国首部以公共数据为主题的地方性法规，也是保障浙江省数字化改革的基础性法规。

重庆市：《重庆市数据条例》就数据处理和安全、数据资源、数据要素市场、发展应用、区域协同、法律责任进行了多维的呈现。

黑龙江省：《黑龙江省促进大数据发展应用条例》紧贴黑龙江实际，保障数字化改革，深化数字建设，在数据资源、培育数据要素市场、数据政策导向和促进措施等方面作出规定，形成一系列创新亮点。

辽宁省：《辽宁省大数据发展条例》对数据要素市场的发展作出了规划；着重突出工业大数据的特色、并注意相应基础设施的建设、注重数据安全的保障。[[[12]](#endnote-3)]

1. 全国性法律法规

无论是《数据安全法》、《个人信息保护法》、《网络安全法》抑或《国家安全法》，数据权益的保障都在其中扮演着重要角色。与此同时数据权益其实还值得更多的目光聚焦。

1. 行业规范

除了规范性法律文件，在数据权益背后的的数据交易存在着许许多多的行业性规范文件，不过由于效力不足的缘故，行业规范终究只能代表着一种希冀而很难实现匡正的作用。很难得以有效践行。

1. 国际发展梳理

现今就数据领域而言，数据法律已经广泛地得到了推行与适用，全球超半数国家都拥有了属于自己的数据权益保障法律，然而在国际范围内，数据权益的归属问题依旧没有得到妥帖的解决。

在这种背景之下，号称全球个人信息保护立法样板的欧盟《通用数据保护条例》（GDPR）作为一个基准性的标准为世界各国的个人数据相关法律法规所沿用

GDPR前身是《计算机数据保护法》，是欧盟对数据处理行为的严格规制框架，其通过行政罚款的方式对任何违反其规定的行为进行严厉的处罚。其对于公民个人的数据权益保障具有重要意义，可以说是为个人与企业的“抗衡”间提供了强有力的工具与手段——让公民有了一隅“公正”，也让企业有所忌惮。由上所述，GDPR在强化主体权益层面作出了巨大的巩固贡献，它强调个体对于个人信息的自我掌控力：一方面，GDPR给出了“被遗忘权”、“可携带权”、“删除权”的来使个体对控制权的强化；另一方面通过对企业进行约缚。不过遗憾的是GDPR虽然对个人对个人数据的掌控能力十分注重保护，但却没能展现出对于个人数据所有权以及财产权益的考虑。换句话说，GDPR并没有办法完全兼顾到个体对于数据完全的所有权。

而日本的《个人信息保护法》则给出了完全不同的解决方案，其在保护个体数据权益时并非以“所有权”确定的形式来进行保护，而是有所创制，提出了“匿名加工信息”制度，并在其中引入了“容易识别可能性”对个人信息进行了分类——“匿名加工信息”、“非识别加工信息”。这一举措较于GDPR并未多赋予个人对于数据权利，而是通过上述制度的创制实现了数据资源的利用与保护的兼顾。[[[13]](#endnote-4)]

（三）总结

随着计算机科学技术的蓬勃发展，网络领域在个人生活架构中扮演着越来越重要的作用，数据作为一种资源在网络上已然形成了一种独特的资源属性。与此同时，因为相关法律的迟滞性，数据及其背后的所属主体之间的权利关系并没有很好地得到体现与维护。正因如此，现今随着网络世界的持续发展、法律法规的渐趋完备。数据权益的保障也重新被提上了“日程”。随着相关研究的分析与相关的法律实践，我们看到数据权益的保障已然行将“半途”，对数据权益的保障的审视与反思无疑依然具有许多需要做的工作，这其中涉及到许许多多的议题值得深思与延拓。

通过前述，我们可知国际范围内，数据权益的法律法规虽然伴着行业的茁壮蓬然兴起，但在这其中全面性的法律条文规制却依旧少之又少，大部分依旧没有对个人数据主体的所有权进行确立。当然了，因情制宜，现阶段，依旧处于
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